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Company Name: KDDI Research, Inc.
Head Office: 2-1-15 Ohara, Fujimino-shi, Saitama, 356-8502 JAPAN
Capital: 2.28 billion yen
Shareholders: KDDI CORPORATION, KYOCERA Corporation, TOYOTA MOTOR CORPORATION
Chairman of the Board of Directors: Yasuyuki Nakajima
President, Chief Executive Officer: Hajime Nakamura
Date of Establishment: April 1, 1998
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Survey, research, and consulting on policies, markets, and businesses mainly
in the information and communication fields

Research, development, production, sale, and licensing of technologies

and systems for information and communications co rpo rate P rofi I e

Education and training in information, communications, and communications systems
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1953 KDD Research Lab was established as a research department of Kokusai Denshin Denwa (KDD) Co., Ltd.
1990 KDD Research Institute, Inc. was established.
1998 KDD R&D Laboratories, Inc. was established.

2001 KDD R&D Laboratories, Inc. and Kyocera DDI Institute of Future Telecommunications, Inc.
were merged to form KDDI R&D Laboratories, Inc.

2002 Corporate name is changed to KDDI Research Institute, Inc.

2016 KDDI R&D Laboratories, Inc. and KDDI Research Institute, Inc. were merged to form KDDI Research, Inc.

https://www.kddi-research.jp/
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Research and analysis of trends on business and technologies
in various industrial fields
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Researches on domestic and international regulations
in telecommunications and other industries
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Consulting services for supporting regional revitalization
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Our living environment, as well as everything from lifestyles to business and society, is changing dre
development of information and communication technology (ICT), such as the progress of artificial'i loT loT

technology powered by deep learning, autonomous driving technology, and the forthcoming 5G er o loTE&4 0T wireless technology e loTEYIF—%%# 10T big-data analytics
generation mobile communications system). Moreover, in recent years, new business models have f o ARIF4wR-H— Connected cars o E1REZI0T IoT application for primary industries
created one after another, including growth in the sharing economy and the increased use of virtual e l0OTA YIS ANSZF v— Infrastructure for loT o loTEF2UF+ loT security

currency on the Internet. r
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While we have been experiencing such a digital transformation as described above, KDDI R&D" = 7 AIXEw55F—4 Al and Big Data H—EZ.-PTUsr—a>Y Services and Applications
Laboratories, Inc., and KDDI Research Institute, Inc., merged, and a new company, KDDI Res#arch r

Inc., was born on October 1, 2016. s EvIF—IHEDITEE ° BHER o ORF4 ORI

. ; © F F i Big-data integrated-analytics platform Free viewpoint video Robotics application
Looking to the futu.re beyond 2020, KDPI Research w.ould like to strengthen and % - & « AUSRISME Al-based analytics « AR/VR o RERBREBTE(E
acc.etlerate the.creatlon of next-generation technologles and tk.le enhancement of the [ « TRIE—TR—UXUN Energy management Augmented reality / Virtual reality Next-generation video coding
ability to predict the future across the company, while promoting a seamless f!ow ; o EREESIEYZT L o BRAWMET—JT VR
from research analysis to R&D. In order to provide customers with new valu a‘gd _ Remote operation support system Natural Conversation by Al Agent
experiences, we would like to continue the “Challenge for the Future” f ¥V« Securlty """ , o VT ANEMR o BEXICT
through such activities. o o N — KRR B ' ’ ,\}bzio_’”)zleé}rual understanding EdTech
We would like to express our deep appreciation for your continued \ / Cyberattack detection and defense HealthTeJch
support and cooperation. o 754 I\Y—{RE Privacy protection .
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President, Chief Executive Officer o ba1—IVITFOI—EFaUT+ Human factor security



